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1. INTRODUCTION

Cyberspace is sometimes described as a purely non-legal domain. According to John Barlow’s *A Declaration of the Independence of Cyberspace* ‘legal concepts do not apply to cyberspace’. The view of cyberspace as a non-legal domain is based on a number of assumptions. The first assumption is that cyberspace is different from real spaces: its a-territorial, borderless and ubiquitous character differentiates it from the physical and bounded spaces that are subject to legal regulation. The second assumption is that cyberspace, true to its original conceptualisation and design and the involvement of multiple stakeholders, should remain an open, decentralised and participatory space not hampered by legal regulation or, at least, not subjected exclusively to State-led regulation.

Yet, the view that cyberspace is subject to law and indeed to international law is not in dispute anymore. The 2013 Report of the United Nations Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security [GGE] affirmed that international law and in particular the United Nations [UN] Charter as well as State sovereignty and the international norms and principles that flow from sovereignty apply to cyberspace. As the UN Secretary-General also noted in the foreword to the report, ‘[t]he recommendations point the way forward for anchoring ICT security in the existing framework of international law and understandings that govern State relations and provide the foundation for international peace and security’. The 2015 GGE Report went even further by setting out specific international norms and principles that apply or should apply to cyberspace. The Report lists 11 ‘voluntary, non-binding norms, rules or principles of responsible behaviour of States’ to promote an open, secure, stable, accessible and peaceful cyber environment. It also lists six international law principles that apply to cyber space and cyber activities, one of which is the principle of sovereignty as also reaffirmed...
in the 2021 GGE Report. Various States or international organisations have also affirmed the application of international law to cyberspace.

Applying international law to cyberspace is important for many reasons. The first reason is that international law performs a regulatory function by setting out the principles and rules that apply to cyberspace thus shaping conduct and determining what is legal and what is illegal. Second, it plays a performative function by constructing in legal terms the ontology, identity, and status of cyberspace. Third, international law embeds in its principles and rules authoritative choices about the nature, content, and use of cyberspace whilst at the same time moulds such choices through its own principles and rules. In doing so, international law ‘naturalises’ cyberspace because it embeds it into known legal categories and models of regulation and promotes stability and order not only in cyberspace but also in the international environment to which cyberspace is an appendix.

This chapter will thus examine the legal status of cyberspace as well as the status and import of the principle of sovereignty in cyberspace. The chapter is structured as follows. Section 2 discusses the nature of cyberspace and argues that cyberspace combines a physical, a social and a logical layer. Section 3 explores the question of whether the principle of sovereignty applies to cyberspace. In order to do this, the chapter explains the place, role and content of the principle sovereignty in international law and concludes that cyberspace is subject to the principle of sovereignty. Section 4 considers the legal status and import of the principle of sovereignty in cyberspace in view of claims that deny its legal significance in cyberspace. It contends that the principle of sovereignty is a legal principle that produces legal consequences. Section 5 explores the question of whether cyberspace itself can become sovereign but con-
cludes that this is impossible because it is intermediated by States and their people. It also contends that big tech companies that control cyberspace and its infrastructure are not sovereigns. Section 6 discusses but rejects the proposition that cyberspace can become a global commons because it does not fulfil the requisite criteria and because States have expressed no desire to designate it as such. Section 7 contains concluding remarks.

2. WHAT IS CYBERSPACE?

Questions as to what cyberspace is, and more specifically whether cyberspace is a corporeal entity, an intangible entity or a bundle of functions have technical, philosophical, political, sociological, and legal origins and ramifications. Although I will not engage here with the various debates concerning the ontology of cyberspace for lack of expertise, I will offer a description of cyberspace in order to grasp the object of the enquiry because its features and attributes shape the way international law understands and, consequently, treats cyberspace. International law can then apply its principles and rules to cyberspace on the basis of legal assumptions, analogies, and categorisations or develop purpose-built legal principles and rules.

According to Kuehl’s definition, cyberspace is ‘a global domain within the information environment whose distinctive and unique character is framed by the use of electronics and the electromagnetic spectrum to create, store, modify, exchange, and exploit information via interdependent and interconnected networks using information-communication technologies’. According to another definition, cyberspace is composed of three layers: a physical layer composed of the cyber infrastructure; a second layer of software logic; and, a third layer of data. These definitions highlight the physical and informational dimensions of cyberspace but omit the human dimension of cyberspace. In my opinion, the most inclusive definition and the one adopted for the purposes of this chapter is the definition provided by the US Department of Defense which identifies three co-joint components of cyberspace. As it explains ‘cyberspace can be described in terms of three interrelated layers: physical network, logical network, and cyber-persona’. The physical layer consists of the IT devices and infrastructure such as computers, integrated circuits, cables, communications infrastructure, servers, routers, switches; the logical layer consists of the software logic, data packets and electronics; and the cyber-persona layer consists of ‘digital representations of an actor or entity identity in cyberspace’. Cyber-personas may relate to real people but may also be artificial whereas a person may have multiple digital personas. This layer can alternatively be described
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as the social layer of cyberspace and this is how it will be referred to in the remainder of this chapter. These layers are not separate but intertwined. Even if the core of cyberspace is virtual and cyber interactions are conducted through logistics rather than through physical acts, they are dependent on the physical and social layer of cyberspace.

Understanding the nature of cyberspace is also important because different disciplines may focus on different layers; for example, computer science usually focuses on the logical layer whereas law, and international law for that matter, focuses on the physical and social layer of cyberspace to the extent that law governs objects, persons, spaces, relations, or effects.

Having explained the nature of cyberspace and having identified its layers, in the next section I will examine the application of the principle of sovereignty to cyberspace because sovereignty is a foundational principle of international law.

3. CYBERSPACE AND SOVEREIGNTY

In its traditional definition, sovereignty denotes summa potestas that is, supreme and plenary authority and power. According to Bodin who introduced the concept of sovereignty in political theory, sovereignty is an organising principle representing the consolidation and indivisibility of power within a political entity. Bodin identified the holder of such power in the person or institution of the sovereign and, in doing so, he subjectivised sovereignty.

Sovereignty is also a foundational principle of international law. As the International Court of Justice (ICJ) said in the Nicaragua Case, the whole international law rest upon sovereignty. Sovereignty is constitutive of international law because it gives international law its ontology; it is an organising principle in that it identifies the units of authority in international law and international relations and defines and delimits their competences and powers; it is an operational principle because it is the engine that generates, applies, and enforces international law; and it is a functional principle because it determines whether and to whom international law applies.

In international law, the holder of sovereignty is the State. As a State attribute, sovereignty is a unitary concept joining together its internal aspect of supreme, plenary and exclusive authority and power within the State and its external aspect of autonomy and independence vis-à-vis other States, plenary power to regulate externalities, and power to create, implement, and enforce international law. In the words of Judge Alvarez, by sovereignty ‘we understand
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16 As was said in *The Exchange v McFaddon*, 11 U.S. (7 Cranch 116) 116 (1812):

The jurisdiction of a nation within its own territory, is exclusive and absolute. It is susceptible of no limitation not imposed by itself. Any restriction deriving validity from an external source would imply a diminution of its sovereignty to the extent of that restriction, and an investment of that sovereignty to the same extent in that power which could impose such restriction.
the whole body of rights and attributes which a State possesses in its territory, to the exclusion of all other States, and also in its relations with other States’.  

That having been said, it is true that sovereignty in international law has a strong territorial dimension. This can be explained by the fact that its emergence as a political and legal concept coincided with the emergence of the State as a political unit following the apportionment of territories and the political and legal recognition of such territorial compartmentalisation by the Treaty of Westphalia. The Peace of Westphalia redrew the political boundaries of authority from the previous state of overlapping authorities within the same territory to that of consolidated, supreme and plenary authority over a distinct piece of territory which was curved out because of the successful assertion of power by a single authority, the sovereign.

It follows from this that territory is not just a geographical or physical construct but a legal and political construct: it concerns the organisation of spaces for political and legal purposes or, put differently, it refers to a mode of organising sovereign power. Territory provides a bounded and defined space where sovereignty can manifest itself exclusively and be realised effectively; it draws internal as well as external physical, legal and political borders without which sovereignty would remain abstract and unsubstantiated; it organises sovereignties and provides order in the international society by allowing States to coexist side by side without encroaching onto another’s sovereignty. However, even if territory is an aspect of sovereignty and is protected by sovereignty, it is not synonymous with sovereignty. It is a container of sovereignty but sovereignty as authority and power can extend beyond territory. In other words, sovereignty is both territorial and a-territorial. In the latter case, the expanse of sovereignty and any limitations thereto are subject to sovereignty itself and not to territory. It is for this reason that in this chapter I use the term ‘principle of sovereignty’ or ‘State sovereignty’ rather than ‘territorial sovereignty’.

Having explained the meaning of sovereignty in international law and its relation to territory, the question to ask is whether the principle of sovereignty can apply to cyberspace. Barlow’s Declaration of the Independence of Cyberspace envisioned cyberspace as a space not subject to sovereignty. In academic writings, Johnson and Post argued that cyberspace cannot be subject to sovereignty but instead, cyberspace should be subject to its own distinct system of...
legal regulation. For them, it is not only the borderless and a-territorial nature of cyberspace that make it adverse to the standard system of territorially-based international legal regulation based on the overlap between the physical space represented by States and the ‘law-space’, but also the fact that sovereignty’s principles of validity exhibited in territorially-based entities in the form of power, legitimacy, effects and notice are impossible or at best diluted in cyberspace. More specifically, the lack of borders in cyberspace deprives sovereigns of the ability to exercise their power over defined peoples and territories and deprives sovereign power from the legitimising effect of consent. It also deprives users from notice when entering a different jurisdiction. It is because of these features and the need to have an effective regulatory system appropriate to cyberspace that cyberspace should develop its own regulatory system based on self-regulation.

The no-sovereignty thesis described above is based on a concept of cyber-exceptionalism and on a territorial reading of sovereignty. It should be noted however that Johnson and Post do not deny that law has a role to play in cyberspace but they propose a different regulatory system which is more appropriate to the features of cyberspace.

The normative premises of the no-sovereignty thesis were challenged by Jack Goldsmith in his article ‘Against cyberanarchy’. For him, there is nothing unexceptional as far as cyberspace is concerned whereas the jurisdictional and enforcement inadequacies of sovereign power in cyberspace identified by Johnson and Post have been exaggerated. As he explains, cyberspace consists of persons and objects and for this reason States can exercise power over people and objects on their territory. States can also regulate the local effects of extraterritorial activities. Also, traditional legal tools can resolve the multi-jurisdictional problems implicated in cyberspace and thus overcome the problem of legitimacy and validity. Furthermore, the standard rules of enforcement based on a person’s location, personal jurisdiction or extradition can also apply to cyber activities. Regarding the issue of notice, Goldsmith says that there is a general notice that data may cross frontiers. In sum, according to Goldsmith, territorial sovereigns can regulate cyberspace through existing techniques.

From the preceding discussion it transpires that whether sovereignty applies to cyberspace boils down to the question of whether a State can exercise jurisdiction over cyberspace or, more specifically, over its layers. The reason that jurisdiction emerges as the defining attribute is because jurisdiction is the instantiation of the legal dimension of sovereignty in the form of prescription, application, enforcement, and adjudication.

In cyberspace, a State can assert its sovereignty by exercising jurisdiction over the cyber infrastructure located on its territory, over its nationals within its territory as well as over non-nationals, including legal persons such as companies within its territory. A State can also exercise jurisdiction over nationals outside its territory on the basis of active or passive
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23 Johnson and Post (n 2).
24 Also see Lawrence Lessig, *Code: Version 2.0* (Basic Books 2006).
25 Goldsmith (n 2).
nationality. Passive nationality can, for example, establish jurisdiction in relation to acts of cyber terrorism.

Furthermore, a State can exercise jurisdiction over information circulated through cyberspace at the point of delivery, the point of reception, or when the information crosses through wires and lines falling within its jurisdiction. A State can also exercise jurisdiction over web addresses to the extent they are registered in that State.

More than that, a State can exercise jurisdiction over the effect of cyber acts if they were felt within its territory. The effects doctrine was first enunciated by the Permanent Court of International Justice in the Lotus case and since then it has been accepted as a jurisdictional ground. Nonetheless, some questions remain including whether the effects should have been materialised before exercising jurisdiction or whether foreseeable effects can be taken into account; whether the effects should be substantial; or whether they should be detrimental in order to trigger a State’s jurisdiction. A particular problem in relation to cyberspace is that cyber effects may be felt in a number of different jurisdictions. If all affected States were to assert jurisdiction, the practical difficulties are considerable. Even if international law contains rules on conflicts of jurisdiction, the assertion of jurisdiction in such situations may affect the principle of fairness. In order to address these issues, certain States require ‘substantial contacts’ with that State or ascribe to the principle of targeting according to which it is the State targeted by the impugned behaviour that can exercise jurisdiction irrespective of any effects felt in other jurisdictions. That having been said, the effects doctrine is not universally accepted.

A State can also assert its jurisdiction over cyber conduct that endangers its vital interests regardless of where, or by whom, such conduct has been committed. This refers to the protective principle of jurisdiction which provides States with an additional ground to protect themselves against injuries by non-State actors. This would allow, for example, a State to exercise jurisdiction over cyber terrorism.
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31 For the effects doctrine see also Kohl (Chapter 4 of this Handbook).
33 *U.S. v Yousef*, 327 F.3d 56, 112 (2d Circ, 2003).
34 *CompuServe, Inc v Patterson* 89 F. 3d 1257 (6th Cir.1996); *Zippo Mfg Co v Zippo Dot Com Inc* 952 F Supp 1119 (WD Pa 1997).
36 *The Case of the S.S. “Lotus”* (n 32) (Dissenting opinion by Judge Loder) 35–6 (when the ‘offences […] are directed against the State itself or against its security or credit [, t]he injured State may try the guilty persons according to its own law if they happen to be in its territory or, if necessary, it may ask for their extradition’).
jurisdiction over remotely conducted cyber espionage if its security has been compromised. However, the problem with this head of jurisdiction is that the notion of ‘essential’ or ‘vital’ State interests is not settled or well-defined.

In sum, a State can assert its sovereignty over the physical layer of cyberspace located on its territory and over information passing through its infrastructure or beginning and ending on its territory. It can also assert its sovereignty over the social layer that is, over all persons on its territory as well as over its nationals outside its territory. A State can finally assert its sovereignty over the effects of cyber activities that are felt within the State or affect its vital interest regardless of their provenance.

The above describe direct assertions of sovereignty by a State but a State can assert its sovereignty also indirectly when the application of its law has ‘spill over’ effects on cyberspace. For instance, if a State regulates access to certain materials such as pornographic or terrorist materials, it makes their circulation through cyberspace more difficult, although not impossible, in the absence of a common regulatory regime in cyberspace. A State can also do so by globalising the application of its own laws. The dispute between Google and France’s Commission Nationale de l’Informatique et des Libertés (CNIL) concerning the ‘right to be forgotten’ that is, the right to remove links containing personal information, is instructive. Google removed material from google.fr and introduced a geoblocking feature to prevent European users from being able to see delisted links whereas CNIL however demanded worldwide delisting. Google appealed to the Conseil d’État which referred the case to the Court of Justice of the European Union for a preliminary ruling. Google argued that such a demand shows ‘disregard of public international law’s principles of courtesy and non-interference’ which are part of the principle of sovereignty. The Court ruled that Google does not have an obligation to comply globally with the EU law on the right to be forgotten, however it did not preclude this possibility. Instead, the Court effectively recognised the competence of national authorities to do so when it opined that:

> a supervisory or judicial authority of a Member State remains competent to weigh up, in the light of national standards of protection of fundamental rights … a data subject’s right to privacy and the protection of personal data concerning him or her, on the one hand, and the right to freedom of information, on the other, and, after weighing those rights against each other, to order, where appropriate, the operator of that search engine to carry out a de-referencing concerning all versions of that search engine.

The Court also said that the EU can lay down an obligation of global de-referencing.

The most radical assertion of sovereignty is when States partition cyberspace by creating sovereign cyber zones. For example, China is promoting the principle of cyber sovereignty. In 2010, a White Paper entitled “The Internet in China” was published which stressed the

---

39 Ibid., para 37. Although the EU is not a sovereign State, the ruling concerns the General Data Protection Regulation (GDPR) which EU States apply as national law.
40 Ibid., para 72.
41 Ibid., para 58. Although the EU is not a State and does not have sovereignty, the point made here is that national laws (including the EU law) can have extraterritorial regulatory scope.
sovereign implications of the internet. Chinese President Xi Jinping stressed the critical importance of cyber sovereignty to national sovereignty. The protection of sovereignty in cyberspace is also part of China’s national security doctrine. The International Strategy of Cooperation on Cyberspace released in 2017 states that ‘the principle of sovereignty enshrined in the UN Charter covers all aspects of State-to-State relations, which also includes cyberspace’. China’s approach to cyber sovereignty extends to cyber infrastructure under its jurisdiction, over all online activities taking place within Chinese jurisdiction, and over people within China’s jurisdiction. In addition to this, sovereignty extends to information entering or becoming available within China’s sovereign domain. China asserts its cyber sovereignty in the latter instance through filtering. Filtering involves technical, political, legal, and social techniques to deny access to certain information from within China or deny entry into China of such information. Filtering takes place at the international gateways of Chinese networks and it has been referred to as the ‘Great Firewall’ of China. Other ways of asserting sovereignty is by requiring international actors such as tech companies to have local presence; requiring foreign tech companies to comply with local laws in order to do business in China; managing domain names; and requiring the local storage of all personal data, including those of non-nationals.

China employs the principle of cyber sovereignty in order to protect its internal sovereignty that is, its exclusive and supreme power over its territory and people and in order to maintain its freedom in the way it exercises its sovereignty internally. The external dimension of cyber sovereignty aligns with China’s demand for equal participation in the international governance of Cyberspace’ (2016) 1 Chinese Political Science Review 81. See also Huang and Ying (Ch 26 of this Handbook).


States should exercise jurisdiction over the ICT infrastructure, resources as well as ICT-related activities within their territories. States have the right to make ICT-related public policies consistent with national circumstances to manage their own ICT affairs and protect their citizens’ legitimate interests in cyberspace. States should refrain from using ICTs to interfere in internal affairs of other states and undermine their political, economic and social stability. States should participate in the management and distribution of international Internet resources on equal footing.

48 According to the International Strategy of Cooperation on Cyberspace: China is committed to upholding peace and security in cyberspace and establishing a fair and reasonable international cyberspace order on the basis of state sovereignty, and has worked actively to build international consensus in this respect. China firmly opposes any country using the Internet to interfere in other countries' internal affairs and believes every country has the right and responsi-
of cyberspace which, for China, should be multilateral that is, inter-State. China rejects the multi-stakeholder model of governance where the private sector has equal standing to States and, although it does not reject the participation of non-State actors, their role, in China’s opinion, should be secondary.

Another way of asserting sovereignty in cyberspace is by isolating the national internet. For example, countries such as North Korea, Iran, Russia have disconnected or are planning to disconnect national networks from the internet and create national segments of the internet. Such moves are also accompanied by quite far-reaching internal legislation to control information and activities on the national cyber domain such as legislation on blocking and blacklisting, data localisation and access to data, foreign ownership of information providers, encryption and so on. In this way, they can assert their digital sovereignty.

The preceding examples have shown that certain States project a Westphalian concept of State sovereignty to cyberspace. They curve their own sovereign cyberspace by erecting borders through technical means in order to control activities from outside or in order to insulate their national cyber domain. These borders correspond to the borders defining and demarcating territorial sovereignty and, even more critically, they reaffirm sovereignty in its political, social, economic, cultural and territorial dimension. Whether such a Westphalian ‘moment’ will take hold and lead to the division of cyberspace into sovereign zones depends on many factors. Technology is a critical factor because it can assist in actually curving cyberspace in the same way that the territorial notion of sovereignty was facilitated by tech-
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International Strategy of Cooperation on Cyberspace (n 46).


52 According to China’s submissions to the UN:

the free flow of information should be guaranteed under the premises that national sovereignty and security must be safeguarded and that the historical, cultural and political differences among countries be respected; each country has the right to manage its own cyberspace in accordance with its domestic legislation …

nological advances, in particular in cartography, which permitted the demarcation of expanses of territory. Beyond technology, there are political, economic, social, and a number of other factors that inform such attempts or consult against such curving. Regardless of how this will pan out, what remains true is that States apply to cyberspace and to cyber activities sovereign configurations of authority and power, albeit with variations and gradations. In view of this, the next question to consider is what is the legal status and import of the principle of sovereignty in cyberspace.

4. THE LEGAL STATUS AND SCOPE OF THE PRINCIPLE OF SOVEREIGNTY IN CYBERSPACE

Although, as explained previously, the importance and place of the principle of sovereignty in international law and in cyberspace is undisputed, recently it has been claimed in relation to cyberspace that sovereignty is just a principle and not a legal rule and, for this reason, it does not engender legal consequences. It has also been claimed that there is no clear State practice and opinio juris supporting the view that sovereignty is a rule (compared to political principle) in cyberspace and that the only rules that have legal import in cyberspace are those prohibiting the use of force and intervention.

In response, I argue that the principle of sovereignty is a stand-alone legal principle that applies to cyberspace and produces legal consequences. In order to prove this point, I will first discuss the relationship between ‘principles’ and ‘rules’ and, following this, I will discuss the legal status, content, and scope of the principle of sovereignty in international law and in cyberspace.

Principles are general normative propositions containing standards and objectives. They may have political or moral origins but principles become legal when they enter a legal system and translate in legal terms the standards and objectives they represent. Legal principles are also consequential; they produce legal consequences themselves and they may also give rise to more specific rules. Rules are specific proscriptions or prescriptions which individuate specific aspects of the underlying legal principle.

As I explained previously, sovereignty is a fundamental principle of international law. It denotes the aggregate of rights that a State has as a State and vis-à-vis other States. This has

55 The inclusion of non-intervention, which is usually referred to as a principle, seems to be a contradiction. In my opinion, it strengthens my view that sovereignty is a legal principle as explained in this chapter.
57 Crawford (n 26) 448.
been affirmed in General Assembly and Security Council resolutions as well as in international instruments.\(^\text{58}\) This is also how the ICJ treats sovereignty. In the *Corfu Channel* case the Court held that ‘[b]etween independent States, respect for territorial sovereignty is an essential foundation of international relations’ and it went on to say that ‘to ensure respect for international law, of which it is the organ, the Court must declare that the action of the British Navy constituted a violation of Albanian sovereignty’.\(^\text{59}\) Moreover, sovereignty is a principle that produces legal consequences. In the *Nicaragua* case, the Court held that US overflights violate Nicaragua’s sovereignty.\(^\text{60}\) In *Costa Rica v Nicaragua*, the ICJ held that by ‘excavating three *carios* and establishing a military presence on Costa Rican territory, Nicaragua has violated the territorial sovereignty of Costa Rica’.\(^\text{61}\)

Treating sovereignty as a legal principle is not very different from treating it as a ‘rule’ regarding its legal consequences with the caveat that, as a principle, its normative content is broad and its application is case and context specific in contrast to rules that lead to specific determinations. As a matter of fact, the ICJ uses the concept of legal principle and legal rule interchangeably when referring to certain important principles/rules. In the *Nicaragua* case for example the ICJ treated non-intervention and the non-use of force as both principles and rules.\(^\text{62}\) The Court also explained in another case that:

> the association of the terms ‘rules’ and ‘principles’ is no more than the use of a dual expression to convey one and the same idea, since in this context ‘principles’ clearly means principles of law, that is, it also includes rules of international law in whose case the use of the term ‘principles’ may be justified because of their more general and more fundamental character.\(^\text{63}\)

Moreover, according to the Court, a violation of a specific rule such as the rule on the non-use of force can also be a violation of State sovereignty which alludes to what I said above that sovereignty can give rise to specific rules. These rules individuate and protect certain of its elements.\(^\text{64}\) Among these rules are, as was said, the rule prohibiting the use of force and the rule prohibiting intervention.\(^\text{65}\) The former protects the territorial integrity of a State (an element
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\(^{61}\) Certain Activities Carried out by Nicaragua in the Border Area (*Costa Rica v Nicaragua*) and Construction of a Road in *Costa Rica Along the San Juan River* (*Nicaragua v Costa Rica*), 16 December 2015, ICJ Reports 2015, para 229.

\(^{62}\) *Nicaragua* (n 15) paras 202, 205.

\(^{63}\) Delimitation of Maritime Boundary in *Gulf of Maine Area (Canada v US)* [1984] ICJ Rep 246, para 79.

\(^{64}\) France speaks of ‘international norms and principles that flow from State sovereignty’; *Droit International Appliqué aux Opérations dans le Cyberspace* (n 7) 1.1.1.

\(^{65}\) Montevideo Convention (n 18) art 8; United Nations, Charter of the United Nations, 24 October 1945, 1 UNTS XVI, Article 2 (4); *Nicaragua* (n 15) paras 202, 204–205; *Case Concerning Armed Activities in the Territory of the Congo (Democratic Republic of the Congo v Uganda)* (Jurisdiction and Admissibility) [2006] ICJ Rep 6, paras 46–48. For a discussion of the non-use of force principle see Rossini (Ch 14 of this Handbook) and for non-intervention see Kilovaty (Ch 5 of this Handbook).
protected by sovereignty) from external aggression, whereas the latter protects the political
authority of the State (again an element protected by sovereignty) from external coercion.
Because these rules derive from and are linked to sovereignty, I call them ‘sovereignist’ rules.
The emergence of such rules does not however extinguish the principle of sovereignty because
its scope is broader than these rules. Instead, sovereignty stands as the background, residual
and independent legal principle protecting a State’s sovereign rights beyond those protected
by any specific rule.

In relation to cyberspace and with the exception of the UK, States that have expressed
their views publicly support the view that sovereignty is a stand-alone legal principle
that produces legal consequences. For example, Finland has categorically declared that it
‘sees sovereignty as a primary rule of international law, a breach of which amounts to an
internationally wrongful act and triggers State responsibility’.66 Likewise, France has affirmed
that State sovereignty applies to cyberspace and that cyber operations can violate the prin-
ciples of sovereignty, non-intervention or the prohibition of the threat or use of force.67 In
the same vein, Iran declared that ‘the sovereignty of states is not an extra-legal matter’.68 The
Netherlands declared that ‘respect for the sovereignty of other countries is an obligation in its
own right, the violation of which may in turn constitute an internationally wrongful act’.69 In
Estonia’s view ‘Sovereignty entails not only rights, but also obligations. States are responsible
for their internationally wrongful cyber operations just as they would be responsible for any
other activity based on international treaties or customary international law.’70 China stated
that ‘no infringement of sovereignty in cyberspace will be tolerated’.71 As the victim of
a cyber-attack in 2019, Georgia issued a statement condemning the cyber-attack, ‘which goes
against international norms and principles, once again infringing Georgia’s sovereignty’.72

As far as the USA is concerned, its views are quite nuanced. For example, according to
the DOD General Counsel ‘it does not appear that there exists a rule that all infringements on
sovereignty in cyberspace necessarily involve violations of international law’ but continues
by saying that lawyers should ‘take into account the principle of State sovereignty’ and that
‘States have sovereignty over the information and communications technology infrastructure
within their territory’.73

From this, it transpires that the main point of contention is not whether sovereignty is legally
consequential but what is its scope and content.

In determining its scope and content, it is important to recall what was said previously
namely, that sovereignty denotes exclusive and supreme power over territory and people and

66 International law and cyberspace: Finland’s national position (n 7).
67 Droit International Appliqué aux Opérations dans le Cyberespace (n 7) 1.1 and 1.1.1. For similar
views by OAS member States see n 7.
68 Declaration of General Staff of the Armed Forces of the Islamic Republic of Iran Regarding
20901.
69 Letter of 5 July 2019 from the Minister of Foreign Affairs to the President of the House of
Representatives on the international legal order in cyberspace Appendix: International law in cyberspace
(n 7).
70 Estonia (n 7).
71 International Strategy of Cooperation on Cyberspace (n 46).
72 Statement of the Ministry of Foreign Affairs of Georgia 20 February 2020 available at: https://mfa
73 DOD General Counsel Remarks at US Cyber Command (n 54); Egan (n 7).
that it represents the aggregation of rights and duties a State holds as a State and vis-à-vis other States. Thus any non-consensual or not legally justified interference within a State’s sovereign legal sphere will constitute violation of its sovereignty.74 For example, any unauthorised or not legally justified cyber operation on another State’s cyber infrastructure which does not reach the level of violence required by the rule on the non-use of force or the level of coercion required by the non-intervention rule will violate the latter State’s sovereignty. Otherwise, sovereignty will be denied full legal meaning if its scope and content is to be reduced to those rights protected by the non-use of force and non-intervention rule.75 Such a view will also create legal and, consequently, responsibility gaps which can be exploited by States.

On the basis of the above it can be said that the Sony attack which involved the hacking and leaking of data from a private company seated in the USA constitutes a violation of US sovereignty because it involved unauthorised entry into US sovereign domain as does the 2019 attack on Georgia which targeted governmental websites and websites of financial institutions, academia and NGOs in Georgia. Likewise, cyber-attacks on hospitals treating COVID-19 patients or information gain operations against R&D facilities in the UK or other States amount to violation of the respective States sovereignty.76 In contrast, the taking down of the Redatup botnet in 2019 does not violate the principle of sovereignty because the C&C servers that were replaced by French police were situated in France, even if most of the infected computers were outside France. Cyber espionage can also violate a State’s sovereignty because it involves operations on foreign networks and indeed operations that exfiltrate or compromise data held in a foreign State’s cyber infrastructure without the latter’s consent notwithstanding the absence of a specific rule proscribing cyber espionage during peace-time.77

An issue that deserves further consideration is whether, in order to constitute a breach of the principle of sovereignty, a cyber operation should reach a certain threshold or produce certain effects. The Tallinn Manual, for instance, mentions certain factors to be taken into account such as death, injury, physical damage, loss of functionality and also speaks of infringements falling below the threshold of loss of functionality.78 However, it does not indicate the required degree of damage or infringement because they can be quite limited. The Tallinn Manual also mentions ‘interference with or usurpation of inherently governmental functions of another State’ as another factor to be taken into account but again this refers to the nature of the infringement and not to the degree of infringement. In any case, it should be noted that sovereignty and sovereign rights are not only about governmental functions.

In my opinion, any unauthorised or not legally justified operation that interferes with a State’s sovereign rights violates the principle of sovereignty regardless of the degree of interference or damage and regardless of whether it produces physical or non-physical effects.

---

74 *International law and cyberspace: Finland’s national position* (n 7) 2–3.
77 See the chapters on cyber espionage by Buchan and Navarrete (Ch 11 of this Handbook) and the use of force by Roscini (Ch 14 of this Handbook). See also Russell Buchan, *Cyber Espionage and International Law* (Hart 2018) 48–69.
or whether the operation targets governmental services and infrastructure or not.\textsuperscript{79} The harm in this case is normative; it is the harm to the principle of sovereignty and the rights protected by it. It is interesting in this regard to recall France’s view that ‘[a]ny cyberattack against French digital systems or any effects produced on French territory by digital means … constitutes a breach of sovereignty’. France defines cyber-attack as any ‘deliberate, offensive and malicious action taken via cyberspace that is intended to cause damage (in terms of availability, integrity or confidentiality) to information or the systems that process it and that may harm the activities of which it or they are the medium’.\textsuperscript{80} For France, the principle of sovereignty is violated not only when there are effects but also when there is interference with its information systems since it ‘exercises its sovereignty over the information systems located on its territory’.\textsuperscript{81} Finland has also taken the same view when it considers as violation of sovereignty ‘… a non-consensual intrusion in the computer networks and systems that rely on the cyber infrastructure in another State’s territory’ as well as ‘an unauthorized intrusion by cyber means … if it interferes with data or services that are necessary for the exercise of inherently governmental function’.\textsuperscript{82}

One could say however that, without any \textit{de minimis} threshold, the principle of sovereignty is trivialised or that the possibility of conflict increases. In response, it can be said that having a \textit{de minimis} threshold does not comport with the importance attached to the principle of sovereignty and with the fact that States may construct their sovereignty differently; some States may adopt an all-inclusive definition covering political, legal, economic, social, cultural aspects, whereas other States may adopt a less inclusive definition of sovereignty. States may also ascribe different degrees of importance to the different values and rights protected by sovereignty. As to whether the absence of any threshold can lead to more conflicts, it can be said that the danger of conflict is more serious if States reject the legal import of the principle of sovereignty and instead interpret the rule on the non-use of force and non-intervention expansively.

What transpires from the above is that the content and scope of the principle of sovereignty cannot be fixed \textit{ab initio} other than in relation to certain core sovereign elements. Consequently, determinations as to whether the principle of sovereignty has been violated should take place on a case by case basis by taking into consideration qualitative and quantitative criteria. This is in fact a common trait of all legal principles namely, that their content and how they apply to a set of facts or situations or legal regimes require interpretation and contextualisation.

Finally, in response to the claim that there is no relevant State practice to support the argument that cyber operations can breach the principle of sovereignty, it should be recalled that States’ official pronouncements on the legal status of sovereignty in cyberspace constitute relevant practice and \textit{opinio juris}. It should also be noted that whether a State claims that its sovereignty has been violated is a complex question not only because there is no automatic and independent invocation of illegality in international law but also because a lot depends on

\textsuperscript{79} See also \textit{International law and cyberspace: Finland’s national position} (n 7) 2 (‘The situation is the same irrespective of whether such infrastructure belongs to or is operated by governmental institutions, private entities or private individuals’).

\textsuperscript{80} \textit{Droit International Appliqué aux Opérations dans le Cyberespace} (n 7) 1.1.1.

\textsuperscript{81} Ibid. 6.

\textsuperscript{82} \textit{International law and cyberspace: Finland’s national position} (n 7) 2.
a State’s technical capacity to attribute the impugned operation to another State as well as its political will to invoke another State’s responsibility. This means that drawing inferences from State practice or silence needs to be more nuanced.

In order to conclude, this section made two main points: first, that sovereignty is a legal principle that applies to cyberspace and produces legal consequences; and, second, that unauthorised interference with a State’s sovereign rights in cyberspace constitutes a breach of its sovereignty although such assessments can be made on a case by case basis because the content, scope and application of sovereignty as a principle require interpretation and contextualisation.

5. CYBERSPACE: A SOVEREIGN ENTITY?

In Sections 3 and 4 I examined the question of whether the principle of sovereignty can apply to cyberspace and whether it is legally consequential which I answered in the affirmative. In this section I will examine the question of whether cyberspace itself can be sovereign. The a-territorial and borderless nature of cyberspace may immediately provoke a negative response but, as was said previously, territory is a legal and political construct which is not synonymous with sovereignty. Furthermore, territory is also a social construct; it is about the relationships between humans, activities and spaces and about attachments and allegiances. Also, territory and, more generally, space, is a perception, a cognitive construction. 83 Cyberspace can thus be described as ‘the sense of space generated within the mind as we interact with computer technology’ and ‘the sense of space generated by the computer-user interface, through one or a combination of our senses’. 84 In this respect, it is quite instructive to recall that William Gibson coined the term ‘cyberspace’ by watching a video game that appeared to cause kids and computer users ‘to develop a belief that there is some kind of actual space behind the screen, some place you cannot see but you know is there’. 85 In light of the above, one can say that cyberspace, in addition to its physical, social and logical dimension, it is also a noumenal space ‘inhabited’ and ‘experienced’ through machines and virtual interactions by people who are located in real spaces and use physical instruments. 86 These people are the ‘netizens’ who make up the cyber community.

The question that can immediately be asked is whether ‘netizens’ can exercise their right to self-determination and declare the sovereignty of cyberspace. In fact, that was what the Declaration of the Independence of Cyberspace called for. This may be a possibility in view of the fact that the ‘people’ who are the subject of the right to self-determination and the institution of the State are distinct entities and also in view of the fact that sovereignty, at least according to contemporary democratic theories, is vested in the people who, on the basis of the

83 Cohen (n 8) 213.
86 Cohen (n 8) 236.
right to self-determination, have a say in the internal organisation and external representation of the space within which they live.  

Whether this is probable in cyberspace and whether such a declaration will have any legal significance or consequences is, however, doubted. In the first place, questions can be asked as to whether ‘netizens’ constitute a ‘people’ for self-determination purposes. Although there is no universally accepted definition of the term ‘people’ in international law, the cyberspace community does not fit any of the different articulations of the term that have been used. For example, a UNESCO report spells out a number of characteristics ‘inherent in a description (but not a definition) of a people’ which refer to: a common historical tradition; racial or ethnic identity; cultural homogeneity; linguistic unity; religious or ideological affinity; territorial connection; common economic life. The report also notes that ‘the group must be of a certain number’, that the ‘group as a whole must have the will to be identified as a people or the consciousness of being a people’ and that the group must have ‘institutions or other means of expressing its common characteristics and will for identity’. It immediately becomes apparent that ‘netizens’ do not satisfy any of the aforementioned indicators such as language, ethnicity and so on but it is their manifestation in the real world that is projected in cyberspace. This also raises the question of how ‘netizens’ can be differentiated from other communities in order to claim sovereignty. Furthermore, cyber membership is infinite and too heterogeneous to translate into strong consciousness of people-hood beyond certain common interests. Also, the cyber community is broader than the ‘netizens’; it is a multi-stakeholder community. However, who are all the stakeholders and what is their stake on the community and on cyberspace are open questions. For instance, tech companies who own and operate cyber infrastructure are part of the cyber community but their interests vary greatly from those of other ‘netizens’. Including them in the definition of ‘denizens’ means that the cyber community will be defined by power differentials at its source which is contrary to the idea of ‘people’ comprising equal participants.

Even if we move away from such essentialist descriptions of ‘people-hood’ and consider how the term ‘people’ has been defined in the post-1945 practice of self-determination, ‘netizens’ still fall outside such definitions. The ‘people’ who exercised the right to self-determination and formed their own independent States were those living under colonial rule but ‘netizens’ cannot claim that they ‘inhabit’ a territory or a space that is under foreign subjugation or domination. Furthermore, self-determination claims were made and fought on behalf of ‘peoples’ by groups or individuals who were able to mobilise them and who enjoyed legitimacy, but who among the cyber community can act as a legitimate leader? Moreover,

who among ‘netizens’ can rise above their particularistic interests to fight for the political emancipation of cyberspace as a whole?

Finally, if the ‘people’ who make up the ‘netizens’ are artificial persons, they are programmed by real persons and lack the generalised intelligence and fully autonomous mind needed for self-awareness, consciousness, deep logic and independent decisions. This means that their claim to self-determination is not fully self-guided but mediated by real humans.

If ‘external’ self-determination is not possible, can the cyberspace community instead claim internal self-determination? This refers to the post-colonial articulation of the right to self-determination whereby ethnic, religious, linguistic or other groups are granted some form of autonomy and self-rule, albeit within the State. One can say that the ‘cyber exceptionalism’ thesis mentioned above according to which cyberspace is subject to regulation by its users alludes to this. Yet, said self-regulation is more about private governance than about self-rule and autonomy. Furthermore, there are no claims to autonomy by cyber groups and even offline groups that enjoy the right to internal self-determination have not claimed autonomy in cyberspace.

There are many other reasons why a declaration of sovereignty by ‘netizens’ is improbable. First, ‘netizens’ do not suddenly lose their physicality or become displaced figures; they are embodied individuals who live in real spaces which are under State sovereignty. Consequently, any decision to proclaim the sovereignty of cyberspace and any ‘laws’ or regulations they may promulgate will be subject to scrutiny by the laws of their own State. In fact, such declaration will immediately be declared null and void by States which will use their powers to arrest, try and imprison those individuals. Even if they use encryption, they cannot keep the State out. Secondly, it is the institutional and legal structure of the State that will eventually support cyberspace sovereignty because cyberspace does not have any central authority to promulgate and enforce laws. Put in other words, cyberspace is intermediated by the State and therefore it cannot be sovereign. Thirdly, in relation to the question of whether the cyber community forms a polity where sovereignty can reside, there is no shared feeling among its members that they constitute a political unit based on collective identity and a sense of common destiny upon which the sovereignty of cyberspace can rest. Although ‘netizens’ may have the consciousness of being cyber users and may share certain common interests, their membership or interactions do not translate into any overriding political, social, legal, or ethical association. Even if cyberspace offers an open and easily accessible public space where questions about common destiny and association can be deliberated and reflected upon, the sheer volume of users and languages and the lack of structures according to which such deliberations can take place and decisions can be made, negate that possibility. In fact, members of the cyber community associate themselves and place their allegiances with their own States and people. The State, even for the cyber community, remains the most legitimate and effective institution to serve human needs, provide protection and secure justice; and remains the only space where popular sovereignty and self-determination can be realised.

---

90 Of course technology advances and may create such artificial persons emulating human beings but again the question is to what extent they are separated from their creators.


92 ‘[T]he concept of sovereignty satisfies a deep-seated need to protect a society’s political identity and self-determination and that this keeps it alive’; Dieter Grimm, Sovereignty: The Origin and Future of a Political and Legal Concept (Columbia University Press 2015) 9.
If cyberspace cannot become sovereign because it does not have its own ‘people’ or polity and does not have its own mechanisms to declare and sustain a claim to sovereignty but all these are intermediated by States and their polities, the immediate question is whether States can attribute sovereignty to cyberspace.

States as the original subjects of international law enjoying full sovereign power can create other entities and delegate their powers but this does not mean that they forfeit their sovereignty. Consequently, even if States were to recognise cyberspace as a separate political entity and endow it with organs and governmental powers such as legislative or judicial powers over issues that hitherto belonged to them, this will not make cyberspace a sovereign entity. As in the case of international organisations, cyberspace will remain circumscribed by State sovereignty.

An issue I will discuss now is whether big tech companies such as Apple, Microsoft, Google or Facebook are in fact sovereign. Often the language used by big tech companies invokes State symbolisms. For example, Brad Smith, the President of Microsoft, said that the tech sector should operate as a neutral digital Switzerland, that ‘cyberspace is us’, and that ‘instead of nation-state attacks being met by responses from other nation-states, they are being met by us’.93 Another example is the Cybersecurity Tech Accord adopted by tech companies from around the world where they make a number of pledges in order to defend and advance the benefits of the online technologies for society, among which is the pledge to protect users and customers – whether an individual, organisation or government – from cyber-attacks.94 Above all, it is their power to regulate through their own norms human, social, political, cultural life; enforce their norms through their own institutions and processes; and provide security, a quintessential State function, that makes them State-like entities. Julie Cohen for example opines that such companies are sovereign:95 they have territories defined by protocols, data flows, and algorithms; they have populations, their users, over whom they exercise authority and power; they practice diplomacy; and they are important participants in the global legal order.96 This is true to a large extent but it is more about the power of tech companies, financial and otherwise, and about their influence which is a genuine concern for democracies and for the rule of law. However, such power does not make them sovereign in the sense of having full and ultimate

---

94 See https://cybertechaccord.org/.
96 This includes e.g., meetings between governments and CEOs and other managers. Also, Denmark has appointed a Tech Ambassador who engages in techplomacy. According to the Office of Denmark’s Tech Ambassador:

[...]there are two overall aspects in the operationalization of Techplomacy: (i) Like all other embassies we bring forward concerns or questions on behalf of Danish authorities in a direct and frank dialogue with the tech companies in order to try and influence the direction of technology and our own preparedness. (ii) Influence the international agenda around tech policy questions in accordance with Danish interests and values, including through new alliances, multilateral fora, and multi-stakeholder partnerships.

https://techamb.um.dk/en/.
power as States do; neither is there any transfer of allegiance from States to tech companies.97 Tech companies are subject to the sovereignty of the State where they operate or are seated and, actually, we are witnessing the gradual curbing of their powers and their subjection to more intense and wide-ranging regulation and scrutiny through legislation, penalties, and judicial enforcement. In short, States assert their sovereignty over tech companies and this is even more evident in authoritarian States.

In order to summarise, it was claimed that cyberspace cannot become sovereign because it lacks the human substratum and autochthonous mechanisms needed to establish and support its sovereignty but instead it is intermediated by States. Also, even if States were to recognise cyberspace as a distinct legal-political entity, this does not make it sovereign. Finally, big tech companies are not sovereign but subject to State sovereignty. That said, I will now discuss a different legal representation of sovereignty in cyberspace.

6. CYBERSPACE AS GLOBAL COMMONS

Cyberspace has sometimes been characterised as a global commons, a res communis.98 The founder of the World Wide Web, for example, dedicated the protocol to the whole world, preventing anyone from attaining property over it.99 Also, according to the 2017 US National Security Strategy ‘the United States will provide leadership and technology to shape and govern common domains—space, cyberspace, air, and maritime—within the framework of international law’.100

The global commons concept in international law concerns the type and scope of authority exercised over spaces or, to put it differently, how spaces are governed. Global commons describe resource domains that lie outside States’ exclusive sovereignty and are subject to collective use.101

---
The modern concept of global commons has its roots in Roman Law. Roman Law was broadly divided into the law that pertains to persons and the law that pertains to objects (res). The latter included both corporeal and incorporeal objects and the law that applied to them depended on their nature and function. Whereas res in patrimonio were subject to ownership, res extra patrimonium were divided into objects that were subject to divine law and objects that were subject to human law. The latter were further divided into res communes (belonging to all mankind); res publicae (belonging to a State for use of its citizens); and res universatis (belonging to a city for use of its citizens).102

Early international lawyers used these Roman Law concepts to describe the legal status and regulation of certain spaces. Grotius characterised the high seas as res communiis because ‘… it is so limitless that it cannot become a possession of anyone, and because it is adopted for the use of all, whether considered from the point of view of navigation or of fisheries’. For him, if water is enclosed, it can be subject to possession.103 In the same vein, Vattel treated the high seas as global commons not subject to appropriation in contrast to areas near the coasts which can be susceptible to ownership.104

The modern instantiation of the global commons concept can be found in Article 2 of the Geneva High Seas Convention (1958) and in Articles 87, 89 and 139 of the 1982 United Nations Convention on the Law of the Sea concerning the high seas;105 in the 1966 Outer Space Treaty in relation to outer space;106 and in the Antarctic Treaty System which deals with issues of sovereignty and use in Antarctica and defines global commons as ‘south of 60 [degrees] South Latitude, including all ice shelves’.107

From the spaces designated as global commons it transpires that global commons share certain characteristics which contribute to their legal designation as global commons and their subjection to a system of collective governance in order to enjoy the accrued benefit. They include the accumulated resources of these areas; the indivisibility of assets; the benefits that their exploitation would deliver to each and every State; and the difficulties in apportioning them due to their size and to the fact that their boundaries are not clearly demarcated.

It also transpires that the designation of a space as global commons is not a legal inevitability but depends on broadly defined political considerations that are represented in the legal

---


106 Treaty on Principles Governing the Activities of States in the Exploration and Use of Outer Space, including the Moon and Other Celestial Bodies (19 December 1966) arts 1, 2, 7, 8.

107 The Antarctic Treaty (signed 1 December 1959, entered into force 23 June 1963) Articles IV, V and VI. It can be said however that Antarctica is not a global commons strieto sensu. See Silja Vöneky and Sange Addison-Agyei, ‘Antarctica’ in Rüdiger Wolfrum (ed), Max Planck Encyclopedia of Public International Law (2011) para 19.
concept of global commons. States can still extend their authority over the designated area if they wish but, for the reason explained above, States agree to refrain from claiming ownership over that area and agree to exercise their authority concurrently with that of other States. For this reason, they devise a common regulatory regime to fulfil the designation of the referent area as global commons.

This indicates that the global commons concept is a legal-political construct which is not adverse to the principle of sovereignty. When States decide to designate a certain area as global commons and, consequently, agree to abstain from exercising their full sovereignty over such an area, this is an act of sovereign authority. Auto-limitation is an expression of sovereignty. As the PCIJ said in the S.S. Wimbledon case: ‘The Court declines to see, in the conclusion of any treaty by which a State undertakes to perform or refrain from performing a particular act, an abandonment of its sovereignty … the right of entering into international engagements is an attribute of State sovereignty.’
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All this means that cyberspace can in principle be designated a global commons if States agree to do so and subsequently design the rules and principles to govern that area. However, at this point in time, there is no political or legal impetus to do so and whether such impetus will emerge depends on many variables – political, legal, social, cultural – but the underlying question is whether cyberspace warrants to be so designated if compared to existing global commons. In this regard it should be noted that, although cyberspace exhibits some of the characteristics of global commons, for example borderless, there are also important differences between cyberspace and other global commons. First, whereas global commons refer to natural resources and have a physical dimension, cyberspace is a technical, man-made, resource domain which also has a virtual dimension. Second, global commons have outward physical and geographical boundaries which delineate the space, however, this is not the case in cyberspace where its virtual part permeates all boundaries whereas its physical part in the sense of infrastructure and humans falls within State boundaries. Third, whereas global commons are created in order to avoid depletion of natural resources, this is not the case in cyberspace where resources cannot be depleted naturally but expanded or depleted technically. Fourth, whereas global commons are non-excludable in the sense that others cannot be excluded, the extent that cyber infrastructure belongs to States means that others can be excluded as was mentioned above. Finally, the physical part of cyberspace, such as computers, is under national jurisdiction and in most cases it is privately owned which means that it should be ‘de-owned’ in order for cyberspace to form a global commons but this would be legally difficult. It is for these reasons that cyberspace was at best described as an ‘imperfect commons’.
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109 This relates to Hardin’s ‘tragedy of the commons’; see Garrett Hardin, ‘The tragedy of the commons’ (1968) 162 Science 1243.
7. CONCLUDING THOUGHTS

It has become apparent from the preceding discussion that cyberspace has not acquired any special legal status in international law but, instead, existing legal categories and principles such as the principle of sovereignty have been applied to cyberspace and are used to explain its legal status. The chapter has also shown that the principle of sovereignty is not only a stand-alone legal principle but also that it produces legal consequences. In other words, there is definitely a sovereignty redux in cyberspace. This does not however mean that there are no disputes about its scope and content or that no further clarifications are needed. But this is what principles require; they require interpretation and contextualisation.

One may ask why sovereignty, which as was said is the engine behind the creation of international law, has not produced a global and comprehensive regulatory regime for cyberspace. In response, it should be said that law-production is not an inevitable outcome of sovereignty because sovereignty can also thwart the international law-production process. Yet, if States’ sovereign interests and needs begin to coalesce around certain issues, sovereignty can generate new law.111 Although this seems to be unattainable at this point in time, the principle of sovereignty applies and will continue to apply in cyberspace shaping and rationalising State behaviour and the international rules that apply or will apply in the future to cyberspace.
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